
Product Technical Overview

Minimum Technical Requirements Architecture

Install Components

Security

For SAP 5

OS: Windows 7 or higher
Excel: 2010-2019 (incl 64 bit), Office 365 desktop
S/4HANA: All versions or,
ECC: SAP_BASIS 700 SP0014 (GL Wand), SAP_BASIS 750 
(Reports Wand)

Wands are tightly integrated with SAP and leverage 
all of the built in SAP security.
-Users will already be logged on and authenticated to SAP 
before they can access the application.

-Single sign on is supported.
-A user can only report off objects such as company codes 
or cost centers that they have access to in SAP.

-When reporting off General Ledger data, GL Wand will 
impose the same accounting security rules as SAP.

-When reporting off the secured tables and views in SAP, the 
Wands applications will impose the same limitations on the 
data returned as SAP does. This applies to GL Wand drill 
down reports to the document level as well as running CDS 
views in Reports wand.

Client Server

Launch from SAP Transaction Application components deployed 
automatically including Excel Add-In

Access Wands via the SAP user’s existing 
authorizations

Report refresh via RFC read only 
connection.

Questions?
U.S. +1.919.872.7800  •  U.K. +44 (0)845.467.4448  •    insightsoftware.com  

The Wands server component consists of a transport that is imported into your 
SAP system. The transport includes the server functions used to retrieve 
balances, drill down on functions, execute CDS views and post plan values.

Certifications:


